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“Modern”



Not this kind of “modern” 



Modernize defenses based on changing threats



Modernize Your Defenses



security information & 
event management (SIEM)



Monitor Everything

Use Modern SIEM
Basic Log Monitoring



Monitor Everything

Every device and platform
Cloud services
All security logs
Health & performance data
Use 1 SIEM / SIEM provider



Use Modern SIEM
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✓ Cross-Correlation
✓ Machine Learning
✓ Constant Tuning

Use Modern SIEM



internet perimeter



SSL/TLS Deep Inspection

Sandboxing

Data Leak Prevention



UTM
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SSL/TLS Deep Inspection
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Data Leak Prevention

SSN or CC Numbers
Watermarked Files



endpoint protection
using no TLAs

(you’re welcome)



Modern Features

Logging to SIEM

Managed 24/7

*

* Please don’t use this one



Behavioral 
Analysis

Application 
Control

Breach 
Containment

Modern Features



Logging to SIEM

SOC Team

Notifications

Automation

Reports



Managed 24/7

Managed 24/7 by Experts

internal team or use MSSP

Alert Procedures 
response
containment
recovery



vulnerability scanning



Frequency

Usable Reports

Mitigation Procedures



Frequency

Quarterly / Monthly Weekly
(at minimum)



Usable Reports

Static reports
Can’t filter
Can’t export
Can’t notate
Can’t perform rescans



Mitigation Procedures



Thank You!

Questions?
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