
 

Today's Cyber Warfare: Strategically Prepare for a Surprise Attack 
 
Event Agenda 

 

10:00 a.m. Introductions 

   
GRC Bootcamp: Agility and Resiliency Training 

 Our cybersecurity experts will walk you through real-life situations and teach you how to remain 
resilient and ready to respond to cyberattacks with agility. 

   
Interactive Session – Phase 1: The Surprise Attack 

 In this three-phase, highly interactive session, we’ll simulate a real-world incident at a financial 
institution. You’ll be placed into teams, assigned a role, and tasked with responding to and recovering 
from the incident. 

   
Successful Counterattack: Strategies from the Battlefield 

 Cybersecurity experts from Rebyc Security will detail the most successful tactics they’ve used in real-
world cyber battles. From external password spraying attacks to internal password dumps – the 
Rebyc team will share real stories from their frontline and teach you how to remain resilient against 
complex cyber criminals. 

  
12:15 p.m. Lunch 

   
Interactive Session – Phase 2: The Fog of War  

  
 When Fraudsters and Cyber Criminals Team up Together 

  

 

 

Fraudsters and cyber criminals are becoming part of the same team! This session will explore the 
different ways in which fraud can result in a full-blown data breach. 

   
Interactive Session – Phase 3: The Aftermath 

   
Cyber Warfare Tactics – Achieving Resiliency Through the Cloud 

 You’ll discover how cloud technology can help you avoid potential pitfalls and learn best practices to 
ensure you have an effective cloud strategy in place. We’ll also discuss how you can leverage the 
cloud to improve resiliency and reduce your risk from cyberattacks. 

  
4:00 p.m. Surveys and Adjourn 
 


